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When using Sharepoint, OneDrive, Azure Data Lake, or Azure SQL Server, as a Tableau datasource, Microsoft is

now requiring OAuth2 to be configured. Customers will be required to manage these Azure applications

themselves and provide Client ID/Secrets to the SSI Tableau team.

Use this document to get started.

In the coming months, the Azure Portal will only host Enterprise Applications while Microsoft Entra will have both

Enterprise Applications and App Registrations. If your Tenant has been updated already, please use Microsoft

Entra instead.

Caveats and Notes About Configuration

The following URI redirects must be set: 

https://tableau.agvancesky.com/auth/add_oauth_token

https://tableau.agvancesky.com

Select Accounts in any organizational directory when choosing Supported account types.

Only the user(s) who will be deploying Tableau data source(s) will need to be added to the enterprise application.

Client ID/Secrets must be given to the SSI Tableau team before this step can be completed.

Authors who publish these Tableau data source(s) must go into their Tableau account settings and add saved

https://help.tableau.com/current/server/en-us/config_oauth_azure_ad.htm
https://entra.microsoft.com/
https://tableau.agvancesky.com/auth/add_oauth_token
https://tableau.agvancesky.com


credentials for the selected data source(s).

When adding saved credentials, if the window closes without an error before entering the password, there is a

misconfiguration most likely in Supported account types.


